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CYBERSECURITY 
ADMINISTRATION, MINOR
The Cybersecurity Administration minor prepares students to protect 
data and systems in a wide range of professional settings. Students gain 
practical experience designing security plans, building system defenses, 
and responding to cyber incidents using tools and techniques widely 
used in the industry. The program is especially valued for its hands-on 
projects that simulate real-world security challenges—giving students 
the chance to build meaningful portfolio work and apply what they’ve 
learned in realistic scenarios. Coursework also covers ethical hacking, 
cybersecurity policy, mobile and cloud security, and legal compliance.

Minor Sequence
Up to two three-credit courses (six credits total) may double-count for a 
student's major, other minor, or general education requirements and the 
cybersecurity minor. The Minor in Cybersecurity Administration requires 
18 credits as follows:

Code Title Credits
Requirements
IS122 Introduction to Cybersecurity 3.0
IS222 Network and System Security 3.0
IS322 Security Operations 3.0
Select three of the following from among: 9.0

CJ301 Cyber Security & GIS
CJ302 Cyber Crime
IS100 Career Exploration in Cybersecurity
IS211 Cybercrime and Governance
IS319 Ethical Hacking
IS399 The Future of Cybersecurity

Total Credits 18.0


